B. INFORMATION TECHNOLOGY SECURITY

Information created, collected, or distributed by the universities and the Board is a valuable asset and must be protected from unauthorized disclosure, modification, or destruction. The universities and the Board must employ prudent information security policies, standards, and practices to minimize the risk to the integrity, confidentiality, and availability of information. Each university and the Board system office shall create and maintain an internal information security technology infrastructure to protect the confidentiality, availability, and integrity of information assets.
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