paga de inmediato una multa o tarifa a través de
una tarjeta de crédito de prepago.
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Visa Debit § PayAsYouGo
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Ninguna de las agencias de policia del condado
de Alachua lo llamard amenazando con

arrestarlo si no paga una multa con una tarjeta
de prepago. Esto es una estafa.

GRU y Clay Electric no lo llamaran amenazando
con cortar la electridad o el agua si no paga una
tarifa con una tarjeta de prepago. Esto es una
estafa.

El secretario del tribunal no lo llamara
amenazando con arrestarlo por no presentarse a
su deber de jurado si no paga una multa con una
tarjeta de prepago. Esto es una estafa.

ELIRS no lo llamara amenazando con arrestarlo si
no paga los impuestos atrasados con una tarjeta
de prepago. De hecho, el IRS no lo llamara, ni le
escribira por correo electronico ni lo contactara
por las redes sociales. EL IRS informara cualquier
asunto oficial a través del Servicio postal de
Estados Unidos.

Recuerde que ningln organismo gubernamental
legitimo lo llamara ni le dird que pague ningln
tipo de multa por teléfono o con una tarjeta
Visa de prepago. Si recibe una llamada o correo
eletronico pidiéndole que entregue informacion
personal o que haga un pago para evitar un
arresto u otra penalizacidn, jES UNA ESTAFA!

Si cree que ha sido victima de una estafa, avise
a la policia local llamando al (352) 955-1818.
También puede presentar una queja ante la
Comisién Federal de Comercio (Federal Trade
Commission) en https://reportfraud.ftc.gov/#/.

COMUNIQUESE
CON NOSOTROS:

9-1-1 PARA EMERGENCIAS
352-955-1818 FOR NON-EMERGENCIES

Ntmeros de teléfono importales de la ACSO
Administracion principal de la ACSO 352.367.4000

Unidad de Prevencion del Delito  352.374.1800
Agentes de prevencion de delitos y

recompensas por armas 352.372.7867
Departamento de la Carcel 352.491.4444
Seccion de evidencias 352.367-4076
Recursos Humanos 352.367.4040
Linea de informacion de narcdticos 352.374.1849
Patrulla 352.367.4101
Oficina de informaci6n publica 352.367.4050
Unidad de Propiedad 352.367.4078
Oficina de registros 352.367.4006

Unidad de Defensa de Victimas 352.367.4193

TRAIDO A USTED POR:

Sheriff Chad D. Scott

P.O. Box 5489, Gainesville, FL 32627
2621 SE Hawthorne Road, Gainesville, FL 32641
https://www.acso.us
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SIGANOS EN LAS
REDES SOCIALES

@AlachuaSheriff
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EstAaFAs POPULARES

Los ladrones usan muchas tacticas distintas para
quitarle el dinero a los cuidadanos confiados.
Algunos de los principales engafios son:

>  Phishing

Robo de identidad

Clonacién de tarjeta de crédito

Estafa de loteria

Fraude con cheques

Fianza de los abuelos

Corte de servicios publicos

Contacto del gobierno/oficial
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PHISHING

Phishing es la practica de enviar mensajes de
correo electrénico o detexto haciéndose para por
empresas de buena reputacion para lograr que
las personas compartan informacion personal,
como contrasefias o nimeros de tarjeta de
crédito. El correo electrénico de phishing
parecera ser de un banco, cooperativa de crédito,
empresa de tarjeta de crédito, aplicacién de
pago o tienda en linea. Incluso podrian usar
el logotipo real de la empresa. Generalmente
dirdn que su cuenta esta bloqueada o que debe
confirmar informacién personal, e incluirdn
un enlace donde tiene que hacer clic para
completar la solicitud. No caiga en ella. Si
tiene alguna pregunta sobre cualquiera de sus
cuentas, comuniquese con la empresa a través
de los canales normales. Si quiere una guia
para detectar correos electrénicos de phishing,
visite la Comision Federal de Comercio (Federal
Trade Commission) en https://consumer.ftc.gov/
articles/how-recognize-and-avoid-phishing-
scams.

RoBo pE IDENTIDAD

El robo de identidad es cuando otras personas
usan su informacién personal or financiera
sin consentimiento. Una vez que tienen su
informacion personal, pueden usarla para hacer
compras con sus tarjetas de crédito, pedir nuevas
cuentas de crédito o de servicios publicos en
su nombre, robar su devolucidén de impuestos,

usar su seguro para obtener atencién médica o
incluso simular que es usted si lo arrestan.

Protéjase manteniendo seguro su informaci6
personal. Use contrasefas seguras y distintas

para cada cuenta en linea. Triture los
documentos antes de botarlos. Guarde todos
los documentos en un lugar seguro. Nunca deje
correo en subuzdn. Nunca le dé suinformacidén a
alguien que llama, le envia un correa electrénico
o un mensaje de texto.

CLONADORES DE TARJETAS DE CREDITO

Un clonador de tarjetas de crédito es un
dispositivo que se instala en el terminal de
pago y roba los datos de la tarjeta para usarlos

Skimmer in an Alachua County
Gas pump.

Clonador de Tarjetas de Crédito en una Gasolinera del
Condado de Alachua

en fraudes. Los ladrones pueden usar los datos
de tarjeta para hacer compras por teléfono o en
linea, robar su identidad o crear tarjetas falsas.

En el condado de Alachua, los clonadores de
tarjetas en las gasolineras son un problema
habitual. Generalmente es dificil detectarlos,
pero puede tomar algunas medidas para
combatirlos, por ejemplo:

> Use la tarjeta de débito como tarjeta de

crédito, sin el pin.

>  Revise si hay sellos de seguridad rotos.

> Busque cualquier cosa extrafia en el lector
de tarjetas.

>  Prefiera Apple Pay, Samsung Pay o Android
Pay, que protegen su informacion.

> Pague en el local para evitar la posibilidad
de clonacion.

EstaFAs DE LOTERIA

La ley federal prohibe que cuidadonos de EE.UU.
jueguen en una loterfa extranjera; por lo tanto, si
recibe un mensaje de texto, de correo electronico
o de red social diciendo que gand una loteria en
otro pais, SIEMPRE es una estafa.

Recuerde que sino jugd, no puede haber ganado.

FraubDE coN CHEQUES

A veces, estafadores en Craigslist u otros sitios
web relacionados con servicios le envian un
gran cheque y le piden que les devuelva parte
del dinero como comisién de procesamiento,
generalmente a través de una tarjeta de crédito
de prepago. No caiga en ella. En las semanas que
puede tardar el banco descubrir que el cheque
es falso, los estafadores ya habran desaparecido
con su dinero y usted debera pagar al banco la
cantidad que gasto.

Fianza

Esta estafa es para adultos mayores. Los
estafadores hacen una llamada y dicen que
el “nieto” esta arrestado y que la victima debe
enviar dinero de inmediato, generalmente a
través de una tarjeta de prepago, para pagar la
fianza. Cuelgue y llame a su nieto u otro familiar.
Probablemente descubrird que su nieto esta
bien y no hay peligro de que lo arresten.

EstAFAs conN TARIJETAS DE PREPAGO

En estas estafas, la victima recibe una llamada
telefonica supuestamente de una empresa
de servicios pUblicos, arrendador, oficina del
secretario e incluso la policia, y amenazan con
el corte de los servicios, desalojo o arresto si no



