
COMUNÍQUESE        
CON NOSOTROS:

9-1-1 PARA EMERGENCIAS
352-955-1818 FOR NON-EMERGENCIES

Números de teléfono importales de la ACSO 

Administración principal de la ACSO
Unidad de Prevención del Delito
Agentes de prevención de delitos y 
recompensas por armas
Departamento de la Cárcel
Sección de evidencias
Recursos Humanos
Línea de información de narcóticos
Patrulla
Oficina de información pública
Unidad de Propiedad
Oficina de registros
Unidad de Defensa de Víctimas

352.367.4000
352.374.1800

352.372.7867
352.491.4444
352.367-4076
352.367.4040
352.374.1849
352.367.4101
352.367.4050
352.367.4078
352.367.4006
352.367.4193
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20
25Insista en visitar la vivienda o pídale a alguien 

de confianza que lo haga. Si el dueño se niega 
a reunirse con usted en el lugar, puede ser 
una estafa. Si la vivienda de alquiler es en el 
extranjero y no puede visitarla con antelación, 
asegúrese de que está haciendo negocios con un 
sitio web de alquileres de vacaciones de buena 
reputación y pague con tarjeta de crédito (Visa, 
Mastercard, etc.) para limitar su responsabilidad 
si es un fraude.

Revise atentamente el contrato de alquiler. 
Busque al dueño y el anuncio en línea. Si en otro 
sitio aparece la misma información, pero con 
distintos datos de contacto, probablemente sea 
una estafa.

CÓMO EVITAR ESTAFAS DE VIAJES
• No publique sus planes en las redes sociales

• Si la persona/empresa con la que está en 
contacto usa tácticas de venta agresivas y trata 
de que se comprometa sin revisar con atención el 
acuerdo, probablemente sea una estafa.

• Si no puede verificar información específica 
sobre el acuerdo, como direcciones, números de 
teléfono, nombres de empresas, etc., aléjese.

• Investigue. ¿Alguien ofrece algo por un precio 
mucho más bajo que el valor de mercado? 
Si suena demasiado bueno para ser verdad, 
probablemente sea una estafa.

• Nunca pague sus vacaciones por transferencia 
bancaria tarjeta de regalo, tarjeta de crédito de 
prepago o criptomonedas. Esta es una señal 
clara de estafa y una vez que envíe el dinero, no 
lo podrá recuperar. Use las tarjetas de crédito 
estándar (Visa, MasterCard, Discover, American 
Express, etc.) para limitar su responsabilidad 
ante cargos fraudulentos.

• Si cree ser víctima de una estafa, informe a la 
policía local al 352.955.1818. También puede 
presentar una queja ante la Comisión Federal de 
Comercio (Federal Trade Commission, FTC) en 
https://reportfraud.ft c.gov/#/.

• Para recibir más consejos al consumidor sobre 
estafas de viaje, visite la FTC en https://consumer.
ft c.gov/articles/avoid-scams-when-you-travel. 

TRAÍDO A USTED POR:

Sheriff  Chad D. Scott
P.O. Box 5489, Gainesville, FL  32627

2621 SE Hawthorne Road, Gainesville, FL 32641
https://www.acso.us
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VACACIONES CON DESCUENTO

La ley prohíbe que una empresa a la que no le ha 
dado consentimiento por escrito se comunique 
con usted para venderle algo por medio de 
llamadas automatizadas. Si una empresa con la 
que no tiene una relación establecida lo llama 
repentinamente para ofrecerle unas vacaciones 
con descuento, ya está cometiendo un delito, 
por lo tanto es probable que no sea legítima y 
solo busque quitarle su dinero.

ESTAFAS DE VIAJES INTERNACIONALES

Cuando vea un anuncio de una empresa que 
ofrece ayudarlo a obtener documentación para 
un viaje al extranjero, como visa o pasaporte, 
simplemente diga no. Esas empresas le cobrarán 
tarifas altas por cada servicio, incluyendo los que 
puede hacer gratis a través del Departamento de 
Estado de EE.UU. (U.S. Department of State).

También hay estafas que le ofrecen una licencia 
de conducir internacional. Las únicas entidades 
autorizadas para emitir licencias de conducir 
internacionales son el Departamento de Estado, 
American Automobile Association (AAA) y 

American Automobile Touring Alliance (AATA), 
pero ninguna de ellas lo llamará. Si acepta 
esta oferta, perderá mucho dinero y tendrá 
documentos inútiles, que podrían provocar que 
lo detengan por usarlos para conducir en un país 
extranjero. Por lo tanto, si necesita documentos 
relacionados con un viaje al extranjero, comience 
con el Departamento de Estado de EE.UU. en 
https://travel.state.gov/content/travel.html. 

ALQUILERES DE VACACIONES

Es fácil encontrar alquileres de vacaciones 
en línea. También es muy fácil para los 
estafadores engañarlo para ganar algunos 
dólares rápidamente. Los estafadores modernos 
dominan la tecnología. Una forma de hacer este 
engaño es tomar un anuncio real de un sitio 
respetable y publicarlo en otro sitio cambiando 
la información de contacto. Un posible inquilino 
se comunica con el estafador y hacen la 
transacción, pero cuando llega a la vivienda para 
comenzar sus vacaciones, descubre que está 
alquilada a otra persona. Se queda sin el dinero 
y sin la casa para alojar.

Si usan sitios legítimos para cometer estos 
fraudes, ¿cómo puede evitarlos? Busque las 
señales de estafa. Si el “dueño” o “agente” le 
pide que pague un cargo por solicitud, depósito 
de garantía, tasa del primer mes o tarifa de 
alquiler de vacaciones a través de transferencia 
bancaria o tarjeta de crédito de prepago, esa 
es una alerta importante. Estos ladrones no 
tienen ninguna relación con la propiedad real, 
lo único que les interesa es convencer a alguien 
para que les envíe dinero. Con muchas víctimas, 
la cantidad aumenta rápidamente y es dinero 
caído del cielo para los ladrones.

ESTAFAS DE VIAJE

Ya dejamos atrás los miedos de la pandemia y 
volvemos a las vacaciones. Planes para visitar 
parques de diversiones, alquileres en la playa, 
cruceros, recorridos por Europa, cabañas en la 
montaña y muchos otros destinos adornan los 
calendarios y publicaciones en redes sociales 
de los americanos. Lamentablemente, esos 
mismos planes son un excelente objetivo para 
los estafadores que quieren quitarle su dinero.

La Comisión Federal de Comercio (Federal Trade 
Commission) reveló un aumento del 25% en las 
estafas relacionadas con viajes en 2022. El año 
pasado, recibieron más de 65,000 denuncias, con 
pérdidas para los consumidores que superaban 
los $105 millones.

Los estafadores se comunican con sus posibles 
víctimas a través de llamadas, mensajes de texto 
o correos electrónicos. Pueden hacerse pasar 
por agentes de viaje, hoteles o líneas aéreas 
mediante mensajes que parecen (o suenan) 
legítimos, en los que piden su información 
financiera.

ESTAFAS DE VIAJES MÁS 
POPULARES

VACACIONES GRATIS

¿Cuántas veces ha recibido una llamada o 
correo electrónico diciendo que ganó un 
supuesto crucero “gratis,” a pesar de no haber 
participado en ningún concurso? Si no participó 
en concursos, esa es la primera pista de que es 
una estafa. Si responde, descubrirá que para 
reclamar sus vacaciones “gratis” debe pagar una 
tarifa o impuestos por adelantado. No caiga en 
ella.


